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MONITOROWANY MONITOROWANY

Zgodnie z art. 13 ust. 1 i 2 Rozporzadzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27
kwietnia 2016 r. w sprawie ochrony oséb fizycznych w zwiagzku z przetwarzaniem danych osobo-
wych i w sprawie swobodnego przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE (ogéine
rozporzadzenie o ochronie danych) (Dz. U. UE. L. z 2016 r. Nr 119, str. 1 z p6zn. zm.) zwanego dalej
,»RODO” informujemy, ze:

1)

2)

10)

11)

12)

Administratorem Pani/Pana danych osobowych jest Samodzielny Gminny Zaktad Opieki Zdrowotnej w
Jasienicy (SGZOZ), ul. Zdrowotna 4, 43-385 Jasienica, tel.: (33) 815 32 83, e-mail: kierow-
nik@sgzozjasienica.pl

We wszystkich sprawach zwigzanych z ochrong danych osobowych moze Pani/Pan uzyska¢ informacje u
Inspektora Ochrony Danych: iod@sgzozjaienica.pl lub piszac tradycyjnie na adres siedziby Administratora
lub bezposrednio w siedzibie Administratora.

W celu zapewnienia bezpieczenstwa pracownikow, ochrony mienia oraz zachowania w tajemnicy
informaciji, ktérych ujawnienie mogtoby narazi¢ na szkode, SGZ0OZ wprowadza zabezpieczenie w postaci
monitoringu wizyjnego, ktore to zabezpieczenie jest zgodne z art. 22° kodeksu pracy, przy czym
monitoring nie stanowi $rodka nadzoru nad jakoscig wykonywania pracy przez pracownikow. W
przypadku osob, nie bedacych pracownikami SGZOZ, ich dane osobowe przetwarzane bedg w celu
zapewnienia bezpieczenstwa na terenie i wokdt obiektu, ochrony mienia oraz zapobiegania aktom
wandalizmu, w oparciu o uzasadniony interes Administratora (art. 6 ust. 1 lit. f RODO).

W ramach monitoringu, w zaleznosci od miejsca montazu kamer mogg by¢ przetwarzane dane osobowe
tj. wizerunek, data i godzina utrwalenia obrazu.

Monitoring prowadzony jest catodobowo. Monitoring nie jest potgczony z mozliwoscig biezgcego
przekazywania lub rejestracji dzwieku pozwalajgcego na stuchanie lub zapis prowadzonych rozmoéw.
Dane zarejestrowane przez monitoring nie sg poddawane automatycznej analizie obrazu celem
identyfikacji osob obserwowanych.

W zaleznosci od lokalizacji kamer, obejmujg one sg miejsca tj. wejscie gtdwne, ciggi komunikacyjne, teren
wokot obiektu. Teren monitorowania oznaczony jest odpowiednimi znakami graficznymi.

Dane osobowe w postaci wizerunku mogg zosta¢ przekazane odbiorcom danych w rozumieniu art. 4 pkt.
9 RODO bedacymi firmami swiadczgacymi ustugi obstugi serwisowej monitoringu, ustugi ochrony fizycznej
lub dozoru, organom uprawnionym do otrzymania danych na podstawie przepisow prawa, jak rowniez
osobom ktorych dane dotycza, jedli nie naruszy to praw osoéb trzecich

Dane przez Panig/Pana udostepnione nie bedg przekazywane do panstwa trzeciego lub organizaciji
miedzynarodowe;.

Wizerunek os6b znajdujgcych sie w zasiegu monitoringu bedzie przetwarzany przecietnie 30 dni, nie dtuzej
jednak niz trzy miesigce od dnia nagrania. Po uptywie terminu przetwarzania nagrania obrazéw sg
automatycznie kasowane, a w ich miejsce nagrywane sg kolejne biezace obrazy. W przypadku, w ktérym
nagrania obrazu stanowig dowdd w postepowaniu prowadzonym na podstawie prawa lub Administrator
powzigt wiadomos¢, iz mogg one stanowi¢ dowdod w postepowaniu, termin przechowywania ulega
przedtuzeniu do czasu prawomocnego zakonczenia postepowania. Po uptywie w/w okresow
przechowywania, uzyskane w wyniku monitoringu nagrania obrazu zawierajgce dane osobowe podlegajg
zniszczeniu, o ile przepisy odrebne nie stanowig inacze;.

Przystuguje Pani/Panu prawo do zadania od administratora dostepu do swoich danych, prawo ich
sprostowania, usuniecia, ograniczenia przetwarzania oraz wyrazeniu sprzeciwu wobec dalszego
przetwarzania. Korzystanie z uprawnien przystugujacych osobie, ktérej dane dotyczy zgodnie z art. 15-21
RODO.

Przystuguje Pani/Panu prawo do wniesienia skargi do organu nadzorczego, tj. do Prezesa Urzedu
Ochrony Danych Osobowych, gdy uzna Pani/Pan, ze przetwarzanie Pani/Pana danych osobowych
narusza przepisy ogolnego rozporzgdzenia o ochronie danych (RODO).

Dane udostepnione przez Panig/Pana nie bedg podlegaty zautomatyzowanemu przetwarzaniu, w tym
profilowaniu, o ktérym mowa w ogolnym rozporzadzeniu o ochronie danych.



